This documentation is for the Cloud REST API.

In order to make an API call the user must have a valid access token. The token uniquely identifies the user. One user may have unlimited number of tokens.

To use a token attach it in the authorization header, as shown.

```
GET https://insight-api.riada.io/rest/insight/1.0/objectschema/list
Authorization: Bearer 277909e051cbf21aa9de0d626989834bfdf7e38b
```

A token is confidential data and as such should be treated with care (like a password). It's the user's responsibility to ensure the safety of their token.

- REST API - iQL
- REST API - Objects
- REST API - Object type attributes
- REST API - Object types
- REST API - Object schema
- REST API - Object attachments
- REST API - Statuses
- REST API - Comments